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	1.
	
	The Chancellor, Masters and Scholars of the University of Cambridge (“Cambridge”), of The Old Schools, Trinity Lane, Cambridge CB2 1TN, UK through Dr Frank Waldron-Lynch (the “Originator”) of the Department of Medicine.

	
	
Data

	
DILT1D Trial Data as defined in clause 1.1 

	2.
	Recipient Institution’s Principal Investigator
	
 [……………..] (the “Recipient Scientist”) of 

	
	

Recipient Institution
	

[…………] (the “Recipient”) the address of which is [                                     ] 


	
	
	wishes to acquire the Data for academic research relating to the: 


	
	Investigation proposed for the Data
	[………………..] (“Research Programme”)

	3.
	

	Cambridge is willing to provide the Data for a period of [  ] (  ) years (the “Term”) from the date of execution on the Standard Terms and Conditions shown overleaf and in consideration thereof the Recipient agrees to be bound by those Standard Terms and Conditions.




AGREED by the parties through their authorised signatories:-

	For and on behalf of 
Cambridge

	
	For and on behalf of
Recipient
	
	Read and understood by
Recipient Scientist


	

	
	
	
	

	Signed
	
	Signed
	
	Signed

	

	
	
	
	

	Print name
	
	Print name
	
	Print name

	

	
	
	
	

	Title
	
	Title
	
	Title

	

	
	
	
	

	Date
	
	Date
	
	Date
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Standard Terms and Conditions for Release & Use of Data

Background

[insert information or details of the background and collection and collation of data e.g. through a study or project.]

1. Definitions
1.1 Data: means [insert some description of the data for example (any and all genetic, phenotypic data) analysed or anonymised etc.] which may include Personal Information (defined below), as further described in Appendix A.
1.2 Personal Information: means information and/or data about one or more living person who is the subject of personal data (“Data Subject”)and who can be identified from that information, as provided under the Data Protection Act 1988 (as amended from time to time), including but not limited to surname, initials, date of birth, address and postcodes, national insurance number, hospital number or NHS number.
1.3 Results: all results, data, intellectual property and associated information arising from the Research Programme.

2. Ownership and Use of Data
2.1 Cambridge retains ownership of the Data. 
 or [ Cambridge is the custodian of the Data.
2.2 Cambridge grants the Recipient a non-exclusive licence to use the Data solely for use in the Research Programme. Except as provided for in clause 2.3, the Recipient shall not use the Data without the prior written consent of Cambridge for any commercial purpose or commercially-sponsored/funded research, even if such purposes are being pursued in the Recipient Scientist’s laboratory. 
2.3 The Recipient shall not allow any third party, either directly or indirectly, access to the Data, or otherwise supply the Data to any third party. The Recipient and the Recipient Scientist shall refer to Cambridge any request for the Data from anyone other than those persons working under the Recipient Scientist's direct supervision.
2.4 The Recipient acknowledges that the Data are or may be the subject of a patent application or other intellectual property rights. Except as provided in this Agreement, no express or implied licences or other rights are provided to the Recipient under any proprietary rights of Cambridge including without limitation patents, patent applications or trade secrets.  Except as provided herein, no express or implied licences or other rights are provided to use the Data or any related patents of Cambridge.  If the Recipient desires to use, license or otherwise provide the Data for commercial purposes, the Recipient shall first negotiate in good faith with Cambridge to establish the terms of a commercial licence.  Cambridge shall have no obligation to grant such a licence to the Recipient, and may grant exclusive or non-exclusive commercial licences to others, or sell or assign all or part of the rights in the Data to any third party.

3. Confidentiality and Publication
3.1 The Recipient agrees to hold and to procure the holding in strictest confidence of the Data and Cambridge’s confidential relating to the Data(“Information”).  These obligations of confidentiality do not apply to Information which:
a) was lawfully in the Recipients possession or control prior to the date of disclosure; or
b) was in the public domain or enters into the public domain through no improper act on the Recipient’s part or on the part of any of the Recipient’s employees; or
c) is given to the Recipient from sources independent of Cambridge; or
d) was independently developed by the Recipient without the knowledge of the Information provided by Cambridge as evidenced by contemporaneous written records; or
e) must be disclosed for minimum lawful compliance with court orders, regulations or statutes. .

3.2 The Recipient understands that the Data are confidential. The Recipient shall keep the Data secure at the Recipient Scientist’s laboratory and ensure that no-one other than the Recipient Scientist and the employees under the direct supervision of the Recipient Scientist who have a need to have access to the Data for the purposes of the Research Programme have access to them.
3.3 These obligations of confidentiality and non-use shall survive termination of this Agreement for a period of () years.
3.4 The Recipient is free to publish the results of the Research Programme provided that the Recipient shall acknowledge Cambridge and/or the Originator as the source of the Data in any publication which mentions the Data.  The Recipient agrees not to disclose Cambridge’s Information without seeking permission from Cambridge prior to publishing.  The Recipient shall send the Originator reprints of any publications acknowledging use of the Materials.

4. Results
4.1 The Recipient will promptly disclose all Results to Cambridge, to be held in confidence by Cambridge until published in accordance with this Agreement.
4.2 The Results of the Research Programme shall be owned by The Recipient.  The Recipient shall promptly notify Cambridge of any application for a patent or any other proprietary rights in order to protect any intellectual property contained in Results.  
4.3 The Recipient shall grant to Cambridge a non-exclusive, royalty free licence to use Results for internal, non-commercial purposes including without limitation, the right of inclusion of arising data in Cambridge’s data bank.

5. Termination
5.1 This Agreement will terminate on the earliest of the following dates: (a) on completion of the Research Programme; b) on thirty days written notice from one party to the other; or (c) on expiration of the Term. The Term may be extended with the written agreement of Cambridge.  Permission to extend the Term must be sought by the Recipient three (3) months before the expiry of the Term. The obligations of both parties in clauses 3, 4, 7.1 and 7.2 shall survive termination of this Agreement for whatever cause.



6. 	Data Protection & Security
6.1	If the Data includes any identifiable Personal Data, the Recipient shall:-
	6.1.1	take appropriate technical and organisational measures against the unauthorised or unlawful processing and/or use of the Data, any data derived from the Data and/or and all Confidential Information, against the accidental loss or destruction of, or damage to, such data and information.
6.1.2	ensure that the measures referred to in clause 6.1 shall include the measures set out in Schedule B. 
6.1.3	restrict access to the Data, any data derived from the Data and all other Confidential Information to such of its employees who strictly need access to such data and/or information to undertake the Research Programme, and shall ensure that all such employees are reliable, and informed of the confidential nature of such data and/or information and the importance of processing it securely.
6.2	For the avoidance of doubt, the Recipient undertakes that it shall not disclose to a third party, whether in connection with the Research Programme or otherwise, any data and/or information contained in or derived from the Data which constitutes Personal Data. 

7. General
7.1 Cambridge provides the Data “as is” and makes no representations and extends no warranties of any kind, either expressed or implied in regards to the Data. There are no express or implied warranties of merchantability or fitness for a particular purpose, or that the use of the Data will not infringe any patent, copyright, trademark, or other proprietary rights.
7.2 In no event shall Cambridge be liable for any use by the Recipient or Recipient Scientist of the Data. Recipient agrees to be liable for any loss, claim, damage or liability, of whatsoever kind or nature, due to or arising from the use, handling, storage or disposal of the Data by the Recipient. 
7.3 The Recipient shall use the Data in accordance with the highest standards of skill and care and shall ensure compliance with any applicable laws and regulations governing the use, handling, storage or disposal of the Data.
7.4 The Data are supplied without cost but the Recipient shall reimburse Cambridge for any reasonable shipping and related costs that may be incurred when preparing and sending the Data to the Recipient.
7.5 Dispute Resolution:  If the parties are unable to settle any dispute by negotiation within twenty-eight (28) days from the date of notification, the parties will attempt to settle it by mediation in accordance with the Centre for Effective Dispute Resolution (CEDR) Model Mediation Procedure.
7.6 The Recipient may not assign this Agreement without the prior written consent of Cambridge.
7.7 This Agreement constitutes the entire agreement and understanding of the parties and supersedes all negotiations, understandings or previous agreement between the parties relating to the subject matter of this Agreement.
7.8 This Agreement shall be governed by English law and the English courts shall have exclusive jurisdiction to deal with any dispute which may arise out of or in connection with this Agreement. 
[END]

Schedule A

Data to be transferred








Schedule B

Security Measures to be adopted by the Recipient

· Be clear about who is responsible for ensuring information security.
· Design and organise security measures, based on a risk assessment, to fit the nature of the Data received from the University and the harm that may result from a security breach.
· Make sure the right physical and technical security is in place at all times, backed up robust policies and procedures (copies to be provided to the University on request) including, without limitation, the following:
· ensure a level of information governance for all Personal Information that is no less than that required to achieve a satisfactory or level 2 grade under the Department of Health’s  Information Governance Toolkit (IGT);
· ensure the hardware and software used in processing the Data are reliable and are protected against all kinds of malicious software and viruses;
· ensure method of storing Data is secure including the keeping of Data in a secure room and controlling access by personnel to locations where Data is stored;
· put password protection on computer systems on which data is stored and ensure that only authorised personnel are given details of the password;
· prevent computer screens from being overlooked by unauthorised persons;
· ensure that all individuals who have access to the Data are reliable and are trained how to comply with the Act;
· ensure there is proper control of remote access; and that material is not downloaded to portable devices unless strictly necessary and only then if encrypted; and
· have a secure method of disposal for back-ups, disks and print outs.
· Prevent unauthorised access to the Data; have in place methods for detecting and dealing with breaches of security including the ability to identify which individuals have worked with specific data and having a proper procedure in place for investigating and remedying breaches of data protection procedures.
· Ensure a swift and efficient response to any breach of security; and prompt reporting of any security breaches and responses to requests for information to the University.
· Meet the requirements for IGT toolkit or equivalent level of information governance.
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